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Adoptez l’IA en toute sécurité avec Symantec DLP

Étant donné la rapidité à laquelle l’IA évolue, les problématiques liées à la gouvernance des 
données s’accélèrent. Symantec Data Loss Prevention (DLP) peut vous aider à gérer la conformité 

et renforcer vos contrôles de protection des données.

L’IA publique L’IA d’entreprise

par ex., Copilot pour Office 365, est un modèle 
d’IA qui fonctionne uniquement sur vos 

données internes

par ex. ChatGPT, peut contenir des données
provenant de n’importe qui

Comment 
utiliser l’IA en 

toute
sécurité ?

Quelles sont les 
applications d’IA 
disponibles ?

L’IA doit-elle 
avoir accès à 
toutes mes 
données ?

Quelles données 
internes doivent 
être exclues de 
l’analyse IA ?

Symantec DLP analyse les risques 
associés aux applications d’IA 
générative à l’aide de plus de 300 
attributs soigneusement sélectionnés.

Sont-elles 
risquées ?

Comment puis-je 
trouver – et 
marquer – les 
données sensibles 
(même les données 
archivées) afin que 
l’IA d’entreprise n’y 
accède pas ?

Symantec DLP identifie les fichiers qui 
contiennent des données sensibles et 
indique comment les classer afin que 
l’IA d’entreprise comprenne ce à quoi 
elle peut et ne doit pas accéder.

Qui utilise quoi ?

Comment puis-je faire de ce 
processus un outil simple à 

reproduire et à utiliser afin de 
pouvoir protéger mes futures 

données futures ?
Symantec DLP surveille l’utilisation 
des applications d’IA générative en 
temps réel et affiche les attributs 
tels que l’utilisateur, l’emplacement, 
des informations sur l’appareil et 
les données partagées.

Grâce à des politiques précises et 
cohérentes, Symantec DLP 
garantit la même protection aux 
données de demain qu’à celles 
d’aujourd’hui.

Quelles données 
sont téléchargées 
(via des invites) 
dans les systèmes 
d’IA ?

Quelles données de 
mes systèmes sont 
téléchargées (via 
des invites) sur l’IA 
publique ?

Contenu généré par l’IA

Comment puis-je protéger 
ce que l’IA génère ?

Comment puis-je scanner 
et protéger le nouveau 
contenu d’IA ? Je dois 
trouver des données 
sensibles au repos ou en 
cours d’utilisation.

L’utilisateur ne peut pas toujours 
classer le contenu généré par l’IA. 
Symantec DLP automatise en toute 
fiabilité les décisions de classification 
des données.


